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PRIVACY NOTICE FOR PERSONS REPORTED OR THIRD PARTIES IN THE CONTEXT OF THE WHISTLEBLOWING REPORT MANAGEMENT PROCEDURE PURSUANT TO D.LGS. 24/2023
This privacy notice aims to provide the information required under Articles 13 and 14 of EU Regulation 2016/679 (the "Regulation") regarding the processing of personal data carried out by Castello Di Albola S.a.r.l. within the framework of its whistleblowing report management procedure, adopted in compliance with Legislative Decree of March 10, 2023, No. 24, and specifically all activities and obligations related to the operation of the company system for managing such reports.
The following information is provided to potentially "affected" parties such as persons indicated as possible perpetrators of unlawful conduct (i.e., reported persons), any "facilitators" (as defined by the relevant regulations), as well as any other party involved in the whistleblowing report management procedure.
DATA CONTROLLER
Data Controller:  
Castello Di Albola S.a.r.l.  
Strada Marosticana 6/8, 36100 Vicenza (VI)  
VAT No.: 02360730242  
Tax Code: 02360730242  
Phone: +39 0564579700  
Email: hospitality@roccadimontemassi.it  
TYPES OF DATA PROCESSED
The receipt and management of such reports may involve, depending on their content, the processing of the following categories of personal data:  
a) common personal data as per Article 4(1) of the Regulation, such as identification data (name, surname, date, and place of birth), contact details (landline and/or mobile phone number, postal/email address), and job role/position;  
b) “special” personal data as per Article 9 of the Regulation, such as information related to health conditions, political opinions, religious or philosophical beliefs, sexual orientation, or union membership;  
c) “judicial” personal data as per Article 10 of the Regulation, relating to criminal convictions and offenses or related security measures.

PURPOSE AND LEGAL BASIS OF PROCESSING  
The purpose is to manage, process, and analyze whistleblowing reports received through the dedicated channel, as well as to provide feedback. The processing aims to:  
i) manage the report, including verifying the facts reported, resolving the matter, preparing the response, adopting any remedial or support measures for whistleblowers, and initiating any disciplinary procedures and other related activities;  
ii) effectively prevent and counter fraudulent behavior and illegal or irregular conduct;  
iii) support the effective implementation and operation of the Organizational Management and Control Model as per Legislative Decree 231/2001 and the Code of Ethics.  
The legal basis for processing is:  
a) compliance with legal obligations, including those under Legislative Decree 24/2023;  
b) the legitimate interest of the Data Controller to ascertain and defend a right before a judicial or control authority.
SOURCE OF PERSONAL DATA  
Personal data originates from the whistleblowing reports received through the reporting channels made available by the company.
METHODS OF PROCESSING AND CATEGORIES OF DATA RECIPIENTS  
Data processing is carried out as required by law and the report management procedure adopted by the company, respecting the confidentiality of the whistleblower's identity, as provided for in Article 12 of Legislative Decree 24/2023, of the reported party or third parties involved in various capacities in the report, also through the adoption of adequate security measures. Reports and related data may be managed manually and/or through automated, IT, and telematic tools (including, if necessary, voice recording) by the Channel Manager authorized to process data if internal to the company or as Data Processor pursuant to Article 28 of the Regulation if external. Where necessary for investigative activities, certain information related to the report may be processed by company functions that have been given specific written instructions and that operate as authorized data processors. Any third-party provider of the whistleblowing management platform acts as Data Processor. Personal data collected may also be disclosed, if necessary, to pursue the purposes of the processing and on the same legal grounds to third parties such as public administrations, in particular law enforcement authorities, competent authorities (e.g., ANAC, judicial or accounting authorities), and the Supervisory Body.
DATA RETENTION PERIOD
Data will be retained as stipulated in Article 14 of Legislative Decree 24/2023, i.e., for the time necessary to process the report and in any case no longer than five years from the date of the final communication of the outcome, subject to different legal obligations applicable to the Data Controller or specific instructions from the National Anti-Corruption Authority - ANAC. Personal data that is clearly not relevant to processing a specific report will not be collected or, if accidentally collected, will be promptly deleted.
DATA TRANSFER TO THIRD COUNTRIES  
Data will not be transferred to third countries; if such a transfer occurs, the conditions and guarantees set out in Articles 44 and following of the Regulation will be respected. In no case will personal data be disclosed.
RIGHTS OF DATA SUBJECTS  
Each data subject has the right to exercise the rights set forth in Articles 15 and following of the Regulation to obtain, for example, access to their personal data, its rectification or deletion, or the limitation of its processing, subject to the possibility, in case of inadequate response, to file a complaint with the Data Protection Authority. These rights may be exercised by contacting the Data Controller at the indicated addresses.  
Please note that these rights may be limited pursuant to Article 2-undecies of Legislative Decree June 30, 2003, No. 196 ("Privacy Code," as amended by Legislative Decree No. 101/2018) if their exercise could result in concrete and actual harm to the confidentiality of whistleblowers. In such cases, individuals may still approach the Data Protection Authority to evaluate if the conditions for action under Article 160 of Legislative Decree No. 196/2003 are met.

Data Controller  
Castello Di Albola S.a.r.l.
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